ATSCALE DOCUMENTATION
Managing User Access And Security

You can manage users and user authentication for your organization via AtScale's Identity Broker. This can optionally
be paired with your organization's identity provider or LDAP server.

For test environments, you can manage users, groups, and user authentication with the Identity Broker alone. Note
that this is not recommended for production environments.

For production environments, AtScale recommends pairing the Identity Broker with your organization's IdP or LDAP
server. For supported IdP and LDAP providers, see AtScale Supported Tools and Platforms.

Note: If you choose to manage your users with an IdP or LDAP server, you must still configure groups and
roles via the Identity Broker.

The following sections describe how to configure authentication for AtScale:

~ Managing Users with the Identity Broker

a Configuring Authentication with Microsoft Entra ID and SAML 2.0

a Configuring Authentication with Microsoft Entra ID and OpenlD Connect
a Configuring Authentication with Okta and SAML 2.0

4~ Connecting to an LDAP Server

a Configuring Kerberos


http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-product-requirements/supported-tools-and-platforms
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/identity-broker
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/ms-entraid-with-saml
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/ms-entraid-with-oidc
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/okta-with-saml
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/ldap
http://staging.documentation.intersystems.atscale.com/C2024.7.0/c-managing-atscale/manage-user-access-and-security/kerberos

